RESOLUTION

SUPPORTING EFFORTS TO IMPROVE CYBERSECURITY

WHEREAS, State Treasurers serve as the chief financial officers, bankers, and money managers of their respective states by safeguarding public funds and providing a wide range of financial management services to their constituents; and

WHEREAS, While their specific roles and responsibilities may vary, all State Treasurers play a critical role in overseeing the assets, investments, and overall fiscal well-being of their state; and

WHEREAS, State Treasurers invest and manage over $3 trillion in state funds, which often include employee pension programs; and

WHEREAS, State data, funds, and other assets must be safeguarded from cybersecurity attacks and other similar threats.

NOW, THEREFORE BE IT RESOLVED, that the National Association of State Treasurers supports efforts, which may include cross-functional and multi-agency partnerships, at all levels of government and across the public and private sectors, to effectively mitigate the risks of cybersecurity threats, vulnerabilities, and the resulting impact on systems serving the public.

Approved in 2019 and renewed in 2022.

*This resolution shall remain in effect until amended or rescinded.*